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This presentation may contain “forward-looking” statements that are based on our beliefs and 
assumptions and on information currently available to us only as of the date of this presentation. 
Forward-looking statements involve known and unknown risks, uncertainties, and other factors that 
may cause actual results to differ materially from those expected or implied by the forward-looking 
statements. Further information on these and other factors that could cause or contribute to such 
differences include, but are not limited to, those discussed in the section titled “Risk Factors,” set forth 
in our most recent Annual Report on Form 10-K and Quarterly Report on Form 10-Q and in our other 
Securities and Exchange Commission filings. We cannot guarantee that we will achieve the plans, 
intentions, or expectations disclosed in our forward-looking statements, and you should not place 
undue reliance on our forward-looking statements. The information on new products, features, or 
functionality is intended to outline our general product direction and should not be relied upon in 
making a purchasing decision, is for informational purposes only, and shall not be incorporated into 
any contract, and is not a commitment, promise, or legal obligation to deliver any material, code, 
or functionality. The development, release, and timing of any features or functionality described 
for our products remains at our sole discretion. We undertake no obligation, and do not intend, 
to update the forward-looking statements.

Safe harbor notice for forward-looking statements
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TISC Overview

Threat Intelligence Security Center (TISC) provides technology solution for aggregation, management and

operationalization of threat intelligence. The platform has capabilities to collect and process various threat

intelligence feeds and a workspace to analyse, collaborate, action, and share the necessary information.

Key features

• Data collection from different sources and in various formats.

• Integrations with OSINT and Premium Feeds.

• Data processing to normalize, de-duplicate, and aggregate data. 

• Threat Intelligence Library, a repository for curated intelligence with basic automated correlation, internal 
Intelligence and observable Enrichment operations.

• Customizable threat score calculator for observables.

• Threat Analyst workbench with MITRE ATT&CK Framework for threat hunting and case investigations.

• Integration with ServiceNow Security Incident Response (SIR)
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Recorded Future – STIX/TAXII Feed Configuration
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Recorded Future – STIX/TAXII Feed Configuration
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Recorded Future – STIX/TAXII Feed Configuration
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Benefits
• Provides early warnings about emerging threats and vulnerabilities. This allows organizations to proactively

defend against potential attacks before they become widespread.

• Provides contextualized information about threats, offering a deeper understanding of the threat landscape,

including the tactics, techniques, and procedures (TTPs) employed by threat actors.

• Deliver customized and Actionable Insights tailored to an organization's specific industry, geography, and

technology stack.

• Provides real-time updates on the latest threats, vulnerabilities, and indicators of compromise (IoCs).

• Offers comprehensive coverage, monitoring a wide range of sources including the dark web, open-source

intelligence, and closed forums..

• Provides valuable Incident Response Support by offering additional context and information that helps

organizations understand the scope and severity of an incident, facilitating a more effective and targeted

response.




